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Strategia Bezpieczeristwa Narodowego Rzeczypospolitej Polskiej zostata
zatwierdzona w dniu 12 maja 2020 roku przez Prezydenta Rzeczypospolitej
Polskiej, na wniosek Prezesa Rady Ministrow.

Z dniem zatwierdzenia niniejszej Strategii przez Prezydenta Rzeczypospolitej
Polskiej traci moc Strategia Bezpieczenstwa Narodowego Rzeczypospolitej
Polskiej wydana w 2014 roku.
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Wstep

Wspditczesne srodowisko bezpieczenstwa jest coraz bardziej ztozone i niepewne.
Rosng interakcje polityczne, militarne, gospodarcze i spoteczne w skali krajowej,
regionalnej i globalnej. Wywiera to znaczacy wptyw zarédwno na strategie, jak
i gtdwne kierunki transformacji systemu bezpieczenstwa narodowego.
Opracowanie i realizacja niniejszej Strategii Bezpieczenstwa Narodowego
Rzeczypospolitej Polskiej wynika z potrzeby zapewnienia zdolnosci panstwa do
przeciwdziatania zagrozeniom i sprostania wyzwaniom, wynikajagcym ze
zmieniajgcych sie uwarunkowan bezpieczenstwa Polski. Ma réwniez na celu
wykorzystanie szans, dzieki ktérym mozliwa bedzie poprawa bezpieczenstwa
panstwa iobywateli, zapewnienie jego dalszego rozwoju oraz wzmacnianie

pozycji Rzeczypospolitej Polskiej na arenie miedzynarodowej.

Strategia okresla kompleksowg wizje ksztattowania bezpieczenstwa narodowego
Rzeczypospolitej Polskiej we wszystkich jego wymiarach. Uwzglednia aspekt
podmiotowy (wymiar wewnetrzny bezpieczenstwa narodowego oraz $rodowisko
miedzynarodowe - stosunki bilateralne, wspétprace regionalng, w skali globalnej
oraz wspdiprace na forach organizacji miedzynarodowych) oraz przedmiotowy
(uwzglednia wszystkie wymiary funkcjonowania systemu bezpieczenstwa
narodowego). Interesy narodowe oraz cele strategiczne w dziedzinie
bezpieczenstwa narodowego zostaty sformutowane w zgodzie z wartosciami

narodowymi okreslonymi w Konstytucji Rzeczypospolitej Polskiej.

Zapisy zawarte w niniejszym dokumencie powinny znalezé rozwiniecie
i odzwierciedlenie w krajowych dokumentach strategicznych w dziedzinie
bezpieczenstwa narodowego i rozwoju Polski. Strategia Bezpieczenstwa
Narodowego Rzeczypospolitej Polskiej uwzglednia kontekst obecnosci Polski

w Sojuszu Pétnocnoatlantyckim i Unii Europejskiej.
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Srodowisko bezpieczenstwa

Postepujaca dekompozycja porzadku miedzynarodowego w sposéb niekorzystny
wptywa na s$rodowisko bezpieczenstwa Polski, utrudniajgc realizacje interesow
narodowych i osigganie celéw strategicznych. W wyniku tych zmian ksztattuje sie
srodowisko bezpieczenstwa, ktore cechuje niepewnosc¢ i nieprzewidywalnosg,
bedace wynikiem m.in. braku poszanowania prawa miedzynarodowego
i niewypetniania zobowigzan miedzynarodowych. Rosnie liczba zagrozen

i wyzwan dla bezpieczenstwa o réznym charakterze.

Najpowazniejsze zagrozenie stanowi neoimperialna polityka wtadz Federacji
Rosyjskiej, realizowana réwniez przy uzyciu sity militarnej. Agresja na Gruzje,
nielegalna aneksja Krymu oraz dziatania we wschodniej Ukrainie naruszyty
podstawowe zasady prawa miedzynarodowego i podwazyty filary systemu

bezpieczenstwa europejskiego.

Federacja Rosyjska intensywnie rozbudowuje ofensywny potencjat wojskowy
(w tym na zachodnim kierunku strategicznym), rozwija systemy antydostepowe
m.in. w regionie Morza Battyckiego, w tym w obwodzie kaliningradzkim, oraz
prowadzi ¢wiczenia wojskowe na duzg skale, w oparciu o scenariusze zaktadajace
konflikt z panstwami Sojuszu Pdinocnoatlantyckiego, szybki przerzut duzych

zgrupowan wojsk, a nawet uzycie broni jagdrowej.

Federacja Rosyjska prowadzi rowniez dziatania ponizej progu wojny
(o charakterze hybrydowym), niosaqce ryzyko wybuchu konfliktu (w tym
niezamierzonego, wynikajagcego z gwattownej eskalacji w rezultacie incydentu,
szczegdblnie militarnego), a takze podejmuje wszechstronne i kompleksowe
dziatania za pomocg Srodkdéw pozamilitarnych (w tym: cyberataki,
dezinformacja) celem destabilizacji struktur panstw i spoteczenstw zachodnich
oraz wywotywania podziatdw wsrdéd panstw sojuszniczych. Nalezy przyjac, ze
Federacja Rosyjska bedzie kontynuowata polityke podwazania obecnego tadu
miedzynarodowego, opartego na prawie miedzynarodowym, w celu odbudowy

pozycji mocarstwowej i stref wptywodw.
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Podstawowym czynnikiem ksztattujgcym bezpieczenstwo Polski jest jej silne
osadzenie w strukturach transatlantyckich i europejskich, a takze rozwdj
wspotpracy dwustronnej i regionalnej z najwazniejszymi partnerami. W ostatnich
latach stosunki transatlantyckie, jak i proces integracji europejskiej zostaty
poddane prébom. Strategiczne wiezi miedzy Stanami Zjednoczonymi AmeryKi
a europejskimi sojusznikami przechodza ewolucje. W ramach Unii Europejskiej
pojawiajg sie rozbiezne koncepcje dalszego jej rozwoju. Zauwazalne jest réwniez
ryzyko ostabienia spdjnosci stanowiska i dziatan panstw cztonkowskich Sojuszu
Pétnocnoatlantyckiego i Unii Europejskiej, wskutek rosnacych napieé

wewnetrznych oraz w wyniku dziatan podmiotow zewnetrznych.

Zagrozenie stanowig rowniez utrzymujgce sie konflikty regionalne i wewnetrzne
w potudniowym sasiedztwie Europy. W ich efekcie, a takze wskutek gwattownego
przyrostu naturalnego oraz réznic w poziomie zycia nasilita sie presja migracyjna,

ktéra pozostaje wyzwaniem dla bezpieczeristwa Europy.

W skali globalnej waznym zjawiskiem jest zaostrzajaca sie strategiczna
rywalizacja miedzy Stanami Zjednoczonymi Ameryki, Chinskg Republikg Ludowq

oraz Federacjg Rosyjska, ktora wywiera wptyw na caty system miedzynarodowy.

W ostatnich latach mamy do czynienia z szerokim spektrum form konfliktéw
zbrojnych, roznigcych sie m.in. skalg, intensywnoscigq, ztozonoscig i czasem
trwania oraz zacieraniem sie granic miedzy wojng a pokojem. Globalnej
niepewnosci sprzyja tez m.in.: podwazanie traktatow i porozumien
rozbrojeniowych, proliferacja broni masowego razenia oraz zagrozenie

terroryzmem i przestepczoscig zorganizowana.

Dziatania ponizej progu wojny, w tym dziatania o charakterze hybrydowym,
w dalszym ciggu bedg pozostawac istotnym Srodkiem polityki, stuzacym zaréwno
podmiotom panstwowym, jak i pozapanstwowym do osiggania ich celdw. Mozna
spodziewac¢ sie dalszego rozwoju zdolnosci do prowadzenia dziatan w wielu

wymiarach, w tym w cyberprzestrzeni i w przestrzeni kosmicznej.

Rozwdj nowych technologii - zaréwno cywilnych, jak i wojskowych - sprawia,
ze istotnie wzrasta wykorzystanie bezzatogowych i autonomicznych systemow,
zautomatyzowanych i zrobotyzowanych platform uzbrojenia wykorzystujacych

sztuczng inteligencje, a takze systemodw broni precyzyjnego razenia na dalekie
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odlegtosci, w tym rakiet balistycznych i manewrujacych. Za szczegdlnie
niebezpieczny uznaje sie wzrost prawdopodobienstwa uzycia taktycznej broni
jadrowej w klasycznej operacji zbrojnej, w tym jako elementu deeskalacji
konfliktu.

Nastepuje szybki postep w dziedzinie technologii cyfrowych. Powoduje to
koniecznos¢ efektywnego wykorzystania najnowszych technologii. Rozwdj
rozwigzan opartych na szerokopasmowych sieciach tacznosci stacjonarnej
i mobilnej (5G i kolejnych generacji), Internecie Rzeczy, chmurze obliczeniowej,
technologii  kwantowych, automatyzacji ustug, wuczeniu maszynowym,
nanotechnologii i sztucznej inteligencji stwarza nowe mozliwosci rozwojowe dla
Polski, réwnoczesnie generujac nieznane wczesniej zagrozenia. Wyzwaniem dla
panstwa jest witaczenie sie w wyscig technologiczny w tym obszarze, dajacym
Polsce mozliwos¢ wyjscia z roli wytacznie uzytkownika i dotgczenie do grona
krajow o efektywnie funkcjonujacej gospodarce cyfrowej, dostarczajacych

rozwigzania i wspottworzacych miedzynarodowe standardy.

Sieci tacznosci stacjonarnej i mobilnej sg podstawa wymiany informaciji.
Obejmujg one fgcznos¢ gtosowq, transmisje danych, wideo i szeroko pojety
dostep do Internetu dla wszystkich innych kluczowych sektoréw gospodarki. Jako
takie, systemy tacznosci sgq kluczowym elementem zasobdw bezpieczenstwa
narodowego i gotowosci na wypadek sytuacji kryzysowych, a zatem stanowig
wazny element krajowej infrastruktury krytycznej. W tym zakresie kluczowym
wyzwaniem jest rozbudowa bezpiecznych i nowoczesnych sieci
telekomunikacyjnych zdolnych obstuzy¢ coraz wiekszg ilos¢ uzytkownikow

korncowych i systeméw.

W  kontekscie rewolucji cyfrowej nalezy uwzgledni¢ szczegdlng role
cyberprzestrzeni oraz przestrzeni informacyjnej. Stwarza to rowniez pole do
dezinformacji i manipulacji informacjg, co wymaga prowadzenia skutecznych

dziatan z zakresu komunikacji strategicznej.

Kluczowe dla Polski jest zapewnienie bezpieczenstwa energetycznego. Rynki
Polski oraz innych panstw regionu Europy Srodkowej i Batkanéw sg zdominowane
przez dostawy gazu i ropy naftowej z Federacji Rosyjskiej. Nowe projekty,

zwtaszcza Nord Stream 2, wzmocnig zaleznos$¢ panstw tych regiondw od surowca
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ze Wschodu oraz stworzg ryzyko wykorzystywania wybiérczych dostaw gazu jako
instrumentu nacisku politycznego. Odrebnym wyzwaniem jest zachowanie
konkurencyjnosci produkcji energii elektrycznej w Polsce z uwagi na polityke
klimatyczno-energetyczng Unii Europejskiej, zmierzajacqa do znaczacego
ograniczenia wykorzystania wegla w produkcji energii elektrycznej. Istotnym
problemem w kontekscie bezpieczenstwa energetycznego pozostaje stan polskiej
infrastruktury: elektrowni, niedostatecznie rozwinietych sieci przesytowych,
zwlaszcza sieci elektroenergetycznych i gazowych oraz magazynéw gazu.
Niewystarczajaca  jest dotychczasowa  rozbudowa  sieci  przesytowych

i magazynowych ropy naftowej i paliw.

W zakresie bezpieczenstwa finansowego panstwa i stabilnosci gospodarki
panstwa wyzwaniem dla bezpieczenstwa narodowego jest zapewnienie wysokiej
skutecznosci i efektywnosci instrumentéw nadzoru nad rynkami finansowymi,
w szczegolnosci nadzoru bankowego i nad rynkami kapitalowymi. Zasadne sg
dalsze dziatania w oparciu o nowoczesne rozwigzania w obszarze technologii
finansowych, przy jednoczesnej implementacji rozwigzan optymalizujgcych

ryzyka ich funkcjonowania.

Utrzymujacy sie w Polsce brak zastepowalnosci pokolen, zmieniajgca sie
struktura wiekowa spoteczenstwa, w tym znaczacy wzrost liczby oséb starszych,
stanowi coraz wieksze wyzwanie dla finanséw publicznych, w szczegdlnosci
w zakresie realizacji zadan w obszarze systemu emerytalnego oraz opieki

zdrowotnej i instytucjonalnej.

W zakresie systemu ochrony zdrowia kluczowe jest przeciwdziatanie skutkom
chordob cywilizacyjnych, niwelowanie spotecznych nieréwnosci w dostepie do
opieki zdrowotnej i zwiekszenie Swiadomosci zdrowotnej obywateli. Istotnym
problemem jest narastajacy deficyt kadry medycznej, przy rosnacym
zapotrzebowaniu na $wiadczenia zdrowotne. Rdéwnoczes$nie spoteczenstwo
oczekuje fatwej dostepnosci do nowoczesnych metod diagnostyki i leczenia.
Globalizacja i nieograniczone mozliwosci szybkiego przemieszczania sie ludnosci
po catym Swiecie stwarzajq szereg zagrozen dla zdrowia i zycia ludzi, w tym dla
polskich obywateli. Ich zrédtem mogg by¢é m.in. lekoodporne bakterie i wirusy,
skutkujace znaczacymi negatywnymi nastepstwami zdrowotnymi, gospodarczymi

i spotecznymi, czego przyktadem jest pandemia koronawirusa SARS-CoV-2.
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Wyzwaniem w tym obszarze jest sprawne, adekwatne do potrzeb, dziatanie
organdéw panstwa w zwalczaniu zagrozen epidemicznych i ich nastepstw oraz
odpowiednie przygotowanie procedur postepowania, a takze dysponowanie

wiasciwg iloscig personelu medycznego oraz srodkdw ochronnych.

Zagrozenie dla bezpieczenAstwa w obszarze ochrony sSrodowiska naturalnego
stanowig réowniez postepujace zmiany klimatu, ktére mogg powodowal grozne
i wczesSniej niewystepujace na terenie Polski anomalie pogodowe (np.
diugotrwate susze), obejmujgce duze obszary kraju, a takze zanieczyszczenia
oraz emisje szkodliwych substancji, w tym powodujace smog. Przekfada sie to na
pogorszenie stanu zdrowia mieszkancéw Polski, moze negatywnie wptywac¢ na
bezpieczenstwo zywnosciowe kraju i dostepnos¢ zasobdow wodnych dobrej
jakosci. Wyzwaniem jest zachowanie wszystkich funkcji laséw, jako jednego

z kluczowych elementow bezpieczenstwa ekologicznego kraju.

Konieczna jest poprawa zarzadzania bezpieczenstwem narodowym (adekwatnie
do wspdiczesnych wyzwan i zagrozen) poprzez m.in. zintegrowanie wielu
rozproszonych, funkcjonujgcych obok siebie rozwigzan. Obecny stan utrudnia
elastyczne i szybkie reagowanie na zaistniate sytuacje. Wymaga to spojnych
i kompleksowych rozwigzan organizacyjno-prawnych w tym zakresie,
Zmierzajacych do stworzenia zintegrowanego systemu zarzadzania

bezpieczenstwem narodowym.

Polska wykorzystuje szanse do wzmocnienia bezpieczenstwa narodowego
i rozwoju panstwa. Polityka gospodarcza sprzyja rozwojowi przedsiebiorczosci
poprzez zwiekszanie konkurencyjnosci i innowacyjnosci rodzimych podmiotéw
gospodarczych. Wzrost potencjatlu ekonomicznego przektada sie na state
zwiekszanie aktywnosci naszych przedsiebiorstw w handlu miedzynarodowym
i atrakcyjnosci Polski dla zagranicznych inwestorow. Pomimo obserwowanego
globalnego spowolnienia koniunktury Polska utrzymuje wysokie tempo wzrostu

gospodarczego.

W obliczu postepujacej globalizacji polska gospodarka musi sie mierzy¢ z coraz
silniejszg konkurencjg na rynkach zagranicznych. Aby sprosta¢ temu wyzwaniu,
prowadzone sg dziatania polityki gospodarczej i strukturalnej, skupione na

innowacjach, znajdowaniu nisz, adaptacji i rozwoju nowych technologii, a takze
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budowaniu $wiatowych marek. Sita polskiej gospodarki przektada sie na site
potencjatlu obronnego panstwa. Stale podejmowane sg dziatania na rzecz

zwiekszenia odpornosci panstwa i spoteczenstwa na wspotczesne zagrozenia.

Jednoczesnie Polska zabiega réwniez o wzmacnianie zewnetrznych filarow
bezpieczenstwa m.in. poprzez cztonkostwo w Sojuszu Pétnocnoatlantyckim i Unii
Europejskiej, partnerstwo strategiczne ze Stanami Zjednoczonymi Ameryki,
a takze wspotprace regionalng na rzecz bezpieczeristwa. Proces adaptacji
strategicznej Sojuszu Pdtnocnoatlantyckiego doprowadzit do wzmocnienia
sojuszniczej polityki odstraszania iobrony, w tym poprzez obecnos$¢ sit
sojuszniczych na polskim terytorium. Bezpieczenstwo Polski jest takze
wzmacniane poprzez rozwdOj wspotpracy ze Stanami Zjednoczonymi Ameryki
W wymiarze bezpieczenstwa i obrony, energetyki, wymiany handlowej, inwestycji
oraz badan i rozwoju. Czynnikiem wzmacniajagcym potencjat obronny staje sie
zaciesnianie wspoipracy politycznej, wojskowej i przemystowo-obronnej
Z najwazniejszymi partnerami europejskimi w formule bilateralnej, a takze
w ramach Wspdlnej Polityki Bezpieczenstwa i Obrony UE, m.in. poprzez
zaangazowanie w wybrane projekty Statej Wspotpracy Strukturalnej Unii
Europejskiej oraz udziat polskich podmiotdw w projektach finansowanych
z Europejskiego Funduszu Obronnego. Polska przywigzuje réwniez duzg wage do
rozwoju wspotpracy regionalnej, m.in. w ramach Dziewigtki Bukaresztanskiej,
Grupy Wyszehradzkiej, Trdéjkata Weimarskiego, Inicjatywy Trdéjmorza oraz
wspotpracy z panstwami regionu Morza Battyckiego. Istotnym instrumentem jest
zaangazowanie Polski w misje i operacje Sojuszu Pdétnocnoatlantyckiego, Unii
Europejskiej, Organizacji Narodow Zjednoczonych, Organizacji Bezpieczenstwa

i Wspotpracy w Europie, a takze o charakterze koalicyjnym.
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Wartosci, interesy narodowe i cele strategiczne
w dziedzinie bezpieczenstwa narodowego

Rzeczpospolita Polska tworzy warunki do realizacji intereséw narodowych
i osiggania celdw strategicznych w dziedzinie bezpieczenstwa narodowego
w zgodzie z wartosciami, ktére obejmujq: niepodlegtos¢ i suwerennosé panstwa,
bezpieczenstwo obywateli, wolnosci i prawa cziowieka i obywatela, godnos¢
cztowieka, sprawiedliwos$é, tozsamosc i dziedzictwo narodowe, demokratyczne
panstwo prawa, solidarnosé¢, tad miedzynarodowy oparty na zasadach prawa

miedzynarodowego oraz ochrone Srodowiska.
Interesy narodowe w dziedzinie bezpieczenstwa narodowego obejmuja:

1. Strzezenie niepodlegtosci, nienaruszalnosci terytorialnej, suwerennosci
oraz zapewnienie bezpieczenstwa panstwa i obywateli.

2. Ksztattowanie porzadku miedzynarodowego, opartego na solidarnej
wspotpracy i poszanowaniu prawa miedzynarodowego, dajacego
gwarancje bezpiecznego rozwoju Polski.

3. Umacnianie tozsamosci narodowej i strzezenie dziedzictwa narodowego.

4. Zapewnienie warunkow do trwatego i zrownowazonego rozwoju

spotecznego i gospodarczego oraz ochrone srodowiska naturalnego.

Powyzsze interesy narodowe tworzg filary bezpieczenstwa narodowego
Rzeczypospolitej Polskiej. Ich realizacja odbywa sie poprzez osigganie
wynikajacych z nich celéw strategicznych, wymagajacych zaplanowania
i wdrozenia okreslonych zadan oraz posiadania i wykorzystania odpowiednich sit,
srodkdw oraz zdolnosci. Obejmuja one, nizej wymienione, kluczowe

przygotowania i dziatania strategiczne.
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Filar I
Bezpieczenstwo panstwa i obywateli

Strzezenie niepodlegtosci, nienaruszalnosci terytorialnej, suwerennosci
oraz zapewnienie bezpieczenstwa panstwa i obywateli bedzie realizowane
poprzez osigganie nastepujacych celdw strategicznych i realizacje wynikajacych

z nich zadan oraz dziatan.

Zarzadzanie bezpieczenstwem narodowym

1. Zintegrowanie zarzadzania bezpieczenstwem narodowym, w tym
kierowania obrong panstwa oraz budowanie zdolnosci

adaptacyjnych:

1.1. Zintegrowaé system zarzadzania bezpieczenstwem narodowym,
w tym kierowania obrong panstwa, umozliwiajgc potaczenie procesow,
procedur i praktyk dziatania, poprzez scalenie dotychczas funkcjonujacych
systemdéw, w szczegdlnosci kierowania bezpieczenstwem narodowym,
zarzadzania kryzysowego oraz cyberbezpieczenstwa. Zapewni¢ zdolnos¢ do
szybkiej adaptacji wobec pojawiajacych sie nowych wyzwan i zagrozen oraz

identyfikacji szans.

1.2. Stworzy¢ ponadresortowy mechanizm koordynacji zarzadzania
bezpieczenstwem narodowym poprzez utworzenie komitetu Rady Ministrow,
odpowiedzialnego na poziomie strategicznym za rozpatrywanie spraw
z zakresu polityk, strategii i programéw w obszarze zarzadzania
bezpieczenstwem  narodowym, w sposéb  zapewniajacy  spdjnosc
i konsekwentng ich realizacje oraz jego powigzanie z nowg rolg
i kompetencjami Rzadowego Zespotu Zarzadzania Kryzysowego i Rzadowego

Centrum Bezpieczenstwa.
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1.3. Wigczy¢ Marszatkdbw Sejmu Rzeczypospolitej Polskiej i Senatu
Rzeczypospolitej Polskiej w przygotowania do zarzadzania bezpieczenstwem

narodowym.

1.4. Dostosowa¢ mechanizmy i instrumenty wspierajagce Prezydenta
Rzeczypospolitej Polskiej w zakresie zmian dotyczacych bezpieczenstwa

i obronnosci, w tym kierowania obrong panstwa.

1.5. Dostosowaé krajowy system =zarzadzania kryzysowego do systemu
reagowania kryzysowego Sojuszu Pdtnocnoatlantyckiego tak, aby obejmowat
rowniez obszar konfliktu polityczno-militarnego i umozliwiat ptynne
przechodzenie od stanu pokoju do stanu kryzysu i stanu wojny, a takze
tworzyl skuteczne narzedzia do przeciwdziatania i zwalczania zagrozen,

w tym o charakterze hybrydowym.

1.6. Dokona¢ przegladu, ustalic hierarchie oraz wzajemne zaleznosci
dokumentéw strategicznych i planistycznych, a takze mechanizméw je
implementujacych, w zakresie bezpieczenstwa narodowego i obrony panstwa

oraz rozwoju spoteczno-gospodarczego kraju.

1.7. Przygotowa¢ i wdrozy¢ system tacznosci na potrzeby zarzadzania

systemem bezpieczeristwa narodowego, w tym kierowania obrong panstwa.

1.8. Zapewni¢, w ramach kompleksowego i zintegrowanego systemu
bezpieczenstwa narodowego, na wszystkich poziomach administracji
rzadowej i samorzadowej, spdjnos¢ planowania cywilnego oraz planowania
obronnego, a takze mozliwos$¢ selektywnej realizacji zadan, stosownie do

potrzeb.

Do realizacji powyzszych dziatan zostanie opracowana ustawa o zarzadzaniu

bezpieczenstwem narodowym.
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Odpornosc¢ panstwa i obrona powszechna

2. Podniesienie odpornosci panstwa na zagrozenia, poprzez tworzenie
systemu obrony powszechnej, opartego na wysitku catego narodu
oraz budowanie zrozumienia dla rozwoju odpornosci i zdolnosci

obronnych Rzeczypospolitej Polskiej:

2.1. Budowac¢ system obrony powszechnej w petni wykorzystujacy potencjat
instytucji panstwowych i samorzgadowych, podmiotdw systemu edukacji
i szkolnictwa wyzszego, spotecznosci lokalnych, podmiotéw gospodarczych,
organizacji pozarzadowych oraz obywateli, ktéry bedzie stanowit

kompleksowg odpornos¢ panstwa na zagrozenia niemilitarne i militarne.

2.2. Budowaé¢ odpornos¢ panstwa na zagrozenia, w tym o charakterze
hybrydowym, zapewnia¢ powszechny charakter obrony cywilnej i ochrony
ludnosci oraz gromadzi¢ i utrzymywac zdolnosci do odtwarzania niezbednych

zasobow.

2.3. Rozwijac zdolnosci systemu ochrony zdrowia oraz struktur administracji
publicznej do zwalczania zagrozen epidemicznych, zwtaszcza choréb wysoce
zakaznych i szczegdlnie niebezpiecznych. Nalezy podjaé dziatania
ukierunkowane na rozbudowe zaplecza diagnostycznego, w tym zwtaszcza
budowe zdolnosci do szybkiego wykrywania zagrozen epidemicznych, a takze
analizy i prognozy ich rozprzestrzeniania w czasie rzeczywistym.
Odpowiednie srodki ochrony i sprzet medyczny powinny zosta¢ wiaczone do
programu rezerw strategicznych. Panstwo powinno wspiera¢ rozwdj

usytuowanych w Polsce zdolnosci produkcyjnych branzy medycznej.

2.4. Budowa¢ wiedze i zdolnosci do ksztattowania bezpieczenstwa
narodowego, oparte na szerokim zaangazowaniu organdw witadzy publicznej,
w tym samorzadowej, jednostek tworzacych systemy edukacji oraz
szkolnictwa wyzszego i nauki, gospodarki, organizacji pozarzadowych oraz
obywateli dla dostosowania do stale zmieniajacych sie potrzeb, w powigzaniu
z promowaniem postaw patriotycznych, powinnosci obywatelskich oraz

zachowan prospotecznych.
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2.5. Budowa¢ kapitat spoteczny poprzez ksztattowanie umiejetnosci
wspotpracy, sieci formalnych i pozaformalnych organizacji spotecznych oraz

ksztattowanie wspdlnoty wartosci w polskim spoteczenstwie.

2.6. Zredefiniowac system obrony cywilnej i ochrony ludnosci, nadajac mu
powszechny charakter, zaréwno na terenie aglomeracji miejskich, jak
i w obszarach wiejskich, z potozeniem nacisku na budowanie zdolnosci do
statej adaptacji systemu wobec zmieniajacych sie wyzwan i zagrozen.

Opracowac ustawe kompleksowo regulujacg problematyke obrony cywilnej.

2.7. Zwiekszy¢ odpornos$¢ na zagrozenia przede wszystkim w zakresie:
ciggtosci rzadzenia i funkcjonowania panstwa, skutecznych dostaw energii,
niekontrolowanego przeptywu oséb i relokacji ludnosci, gromadzenia, ochrony
oraz zagospodarowania zasobow zywnosci i wody, zdolnosci do postepowania
w przypadku wystgpienia zdarzen o charakterze masowym, odpornych
sieci telekomunikacyjnych i systemoéow teleinformatycznych, systemoéw

informowania i ostrzegania ludnosci oraz wydolnego systemu transportowego.

2.8. Wdrozy¢ model ochrony infrastruktury krytycznej, polegajacy na

zapewnieniu jej ciggtosci dziatania oraz $wiadczonych przez nig ustug.

2.9. Wprowadzi¢ jednolity system zarzgdzania zasobami osobowymi, w tym
administrowania zasobami rezerw osobowych na potrzeby bezpieczenstwa

narodowego, uwzgledniajac priorytet dla Sit Zbrojnych Rzeczypospolitej Polskiej.

2.10. Rozwijac¢ zdolnosci panstwa w zakresie zapobiegania i reagowania na
zagrozenia o charakterze terrorystycznym oraz zwalczania przestepczosci

zorganizowanej, z uwzglednieniem dziatalnosci przestepczej w cyberprzestrzeni.

2.11. Wzmocni¢ pewnos¢ obrotu prawnego poprzez: zapewnienie skutecznej
ochrony prawnej obywatelom, sprawnie funkcjonujagcego sadownictwa

i wlasciwego wykonywania orzeczen saqdowych.

2.12. Kontynuowa¢ wzmocnienie kontrwywiadowczego zabezpieczenia
organow panstwowych i infrastruktury krytycznej, adekwatnie do nasilajacej
sie aktywnosci obcych stuzb wywiadowczych - zaréwno w sferze wojskowej,

jak i cywilnej.
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2.13. Rozwija¢ zdolnosci stuzb specjalnych panstwa na rzecz wczesnej

identyfikacji zagrozen.

2.14. Realizowaé¢ dziatania w zakresie planowania i zagospodarowania
przestrzennego kraju, w tym na obszarach morskich Rzeczypospolitej Polskiej
tj. wod wewnetrznych, morza terytorialnego, strefy przylegtej i wytacznej
strefy ekonomicznej, w ramach inwestycji celu publicznego, z uwzglednieniem
wymogow bezpieczenstwa i obronnosci panstwa oraz wynikajacych z tego

potrzeb w zakresie ich finansowania.

2.15. Stworzy¢ w obszarze planowania i zagospodarowania przestrzennego
warunki do skutecznego i sprawnego uwzgledniania potrzeb bezpieczenstwa

narodowego.

2.16. Stworzy¢ w obszarze pozamilitarnych przygotowan obronnych
optymalne warunki prawne i organizacyjne do elastycznego dziatania
w warunkach zewnetrznego zagrozenia bezpieczenstwa panstwa w czasie

pokoju, kryzysu i w czasie wojny.

2.17. Wzmocni¢ koordynacje miedzyresortowg na rzecz rozwoju zdolnosci
krajowej bazy przemystowej i technologicznej w obronnosci, zgodnie
z potrzebami bezpieczenstwa panstwa, obejmujacymi m.in. selektywne
uruchamianie dziatan na rzecz mobilizacji gospodarki i potrzeb Sit Zbrojnych

Rzeczypospolitej Polskiej.

2.18. Uwzgledni¢ w ramach systemu rezerw strategicznych potrzeby

wynikajace ze zmian $rodowiska bezpieczenstwa.

2.19. Zwieksza¢ zdolnosci w zakresie kryptologii, wytwarzania urzadzen
telekomunikacyjnych wyposazonych w moduty kryptograficzne ztozone
z produkowanych w Polsce podzespotdéw mikroelektronicznych i witasnego

oprogramowania.

2.20. Zbudowa¢ zdolnosci do rozwoju technologii oraz do produkcji zasobdéw

strategicznych w czasie pokoju, kryzysu i wojny.
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Sily Zbrojne Rzeczypospolitej Polskiej

3. Wzmocnienie zdolnosci operacyjnych Sit Zbrojnych Rzeczypospolitej
Polskiej do odstraszania i obrony przed zagrozeniami
bezpieczenstwa, ze szczegolnym uwzglednieniem podniesienia

poziomu mobilnosci i modernizacji technicznej:

3.1. Podja¢ wysitek na rzecz przyspieszenia rozwoju zdolnosci operacyjnych
Sit Zbrojnych Rzeczypospolitej Polskiej poprzez zwiekszenie dynamiki wzrostu

wydatkdw na obrone, osiggajac poziom 2,5 proc. PKB w 2024 roku.

3.2. Kontynuowaé¢ adaptacje struktury dowodzenia Sit Zbrojnych
Rzeczypospolitej Polskiej czasu pokoju i wojny do potrzeb wynikajacych ze

zmian w Srodowisku bezpieczenstwa.

3.3. Wzmacnia¢ zdolnosci operacyjne Sit Zbrojnych Rzeczypospolitej Polskiej
poprzez uzupeftnienie ich standw osobowych i sprzetowych do zakfadanych
poziomoéw, a takze dostosowaé programy szkolenia uwzgledniajace
w szczegolnosci wyzwania wspotczesnego wielodomenowego Srodowiska
operacyjnego, zdolnosci do asymetrycznego prowadzenia dziatan, budowania
systemow antydostepowych (izolacji pola walki) oraz manewrowy charakter
dziatan i zdolno$¢ do dtugotrwatego przebywania poza miejscem statej

dyslokacji.

3.4. Zwiekszy¢ zdolnosci mobilne wojsk oraz efektywnos$¢ systemu ich
wsparcia i zabezpieczenia logistycznego poprzez potozenie nacisku na

inwestycje w niezbedng infrastrukture i srodki transportu.

3.5. Doskonali¢ zarzadzanie zasobami osobowymi Sit  Zbrojnych
Rzeczypospolitej Polskiej, uwzgledniajac w szczegdlnosci usprawnienie:
procesow kwalifikacji i naboru do Sit Zbrojnych Rzeczypospolitej Polskiej,
systemu ksztatcenia i doskonalenia zawodowego zotnierzy oraz pozyskiwania

i wykorzystania rezerw osobowych.
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3.6. Zbudowac¢ narodowy, zintegrowany system $wiadomosci sytuacyjnej,
oparty na réznych rodzajach Srodkéw rozpoznania, tgcznosci, dowodzenia,
w tym krajowych systemach satelitarnej obserwacji Ziemi i systemach
bezzatogowych statkdéw powietrznych dziatajagcych w strukturach siecio-
centrycznych, przy zachowaniu petnego bezpieczenstwa kryptograficznego.

Budowac narodowe zdolnosci w zakresie komunikacji satelitarnej.

3.7. Zapewni¢ zdolnos$¢ panstwa do skutecznej obrony powietrznej, w tym

przeciwrakietowej.

3.8. Zbudowa¢ zdolnosci operacyjne Sit Zbrojnych Rzeczypospolitej Polskiej
do precyzyjnego razenia celdow na dalekie odlegtosci oraz obrony

przeciwlotniczej i przeciwpancernej.

3.9. Rozwijac¢ zdolnosci operacyjne Sit Zbrojnych Rzeczypospolitej Polskiej,
w szczegolnosci Wojsk Specjalnych, do zwalczania zagrozen, w tym
o charakterze hybrydowym i dziatan kontrterrorystycznych, we wszystkich

stanach nadzwyczajnych i stanach gotowosci obronnej panstwa.

3.10. Uzyskac¢ zdolnosci operacyjne do prowadzenia petnego spektrum
dziatan militarnych w cyberprzestrzeni, rozwija¢ wojska obrony cyberprzestrzeni
oraz zbudowac zdolnosci do prowadzenia dziatan w przestrzeni kosmicznej,

jak rowniez do dziatan informacyjnych.

3.11. Usprawni¢ system mobilizacyjny, w tym system szkolenia rezerw

osobowych.

3.12. Dazy¢ do budowy zdolnosci do petnej ochrony i obrony intereséw
morskich panstwa, zwilaszcza zdolnosci operacyjnych Marynarki Wojennej,

oraz wzmochienia jej wspotdziatania w uktadzie sojuszniczym i regionalnym.

3.13. Realizowac program budowy Wojsk Obrony Terytorialnej, tworzac warunki

do rozbudowy powszechnej gotowosci obronnej na catym terytorium kraju.

3.14. Stworzy¢ warunki, aby polski przemyst obronny, niezaleznie od formy
wiasnosci, realizowat dtugofalowe potrzeby Sit Zbrojnych Rzeczypospolitej

Polskiej, w tym poprzez wdrozenie wynikdw prac badawczo-rozwojowych.
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Cyberbezpieczenstwo

4. Podniesienie poziomu odpornosci na cyberzagrozenia oraz
zwiekszenie poziomu ochrony informacji w sektorze publicznym,
militarnym, prywatnym oraz promowanie wiedzy i dobrych praktyk

umozliwiajacych obywatelom lepsza ochrone ich informacji:

4.1. Zwiekszac poziom odpornosci systemow informacyjnych
wykorzystywanych w sferze publicznej i prywatnej oraz militarnej i cywilnej
oraz osiggng¢ zdolno$¢ do skutecznego zapobiegania, zwalczania oraz

reagowania na cyberzagrozenia.

4.2. Wzmacnia¢ defensywny potencjat panstwa poprzez zapewnienie ciggtego

rozwoju krajowego systemu cyberbezpieczenstwa.

4.3. Uzyskac zdolnosci do prowadzenia petnego spektrum dziatan militarnych

W cyberprzestrzeni.

4.4. Rozwija¢ krajowe zdolnosci w obszarze testowania, badania, oceny

i certyfikacji rozwigzan i ustug z obszaru cyberbezpieczenstwa.

4.5. Rozwija¢ kompetencje, wiedze oraz $wiadomos¢ zagrozen i wyzwan
wsrdod kadr administracji publicznej oraz w spoteczenstwie w obszarze

cyberbezpieczenstwa.

4.6. Wzmacnia¢ i rozbudowywac¢ potencjat panstwa m.in. poprzez rozwdj
rodzimych rozwigzan w zakresie cyberbezpieczenstwa oraz prowadzenie
finansowanych przez panstwo prac badawczo-rozwojowych w obszarze
nowoczesnych technologii, m.in. uczenia maszynowego, Internetu Rzeczy,
szerokopasmowych sieci tqcznosci stacjonarnej i mobilnej (5G i kolejnych
generacji), w tym takze wspdtprace z uczelniami i instytucjami naukowymi

oraz przedsiebiorstwami — zarowno z sektora publicznego, jak i prywatnego.
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Przestrzen informacyjna

5. Zapewnienie bezpiecznego funkcjonowania panstwa i obywateli

i przestrzeni informacyjnej:

5.1. Na poziomie strategicznym zbudowac zdolnosci do ochrony przestrzeni
informacyjnej (w tym do systemowego zwalczania dezinformacji), rozumianej
jako przenikajgce sie warstwy przestrzeni: wirtualnej (warstwa systemow,
oprogramowania i aplikacji), fizycznej (infrastruktury i sprzetu) i poznawczej
(kognitywnej).

5.2. Stworzy¢ jednolity system komunikacji strategicznej panstwa, ktérego
zadaniem powinno by¢ prognozowanie, planowanie i realizowanie spdjnych
dziatan komunikacyjnych, przy wykorzystaniu szerokiej gamy kanatéw
komunikacji i mediédw oraz wykorzystywa¢ narzedzia rozpoznania oraz

oddziatywania w réznych obszarach bezpieczenstwa narodowego.

5.3. Aktywnie przeciwdziata¢ dezinformacji poprzez budowe zdolnosci
i stworzenie procedur wspodtpracy z mediami informacyjnymi oraz
spofecznosciowymi, przy  zaangazowaniu obywateli i organizacji

pozarzadowych.

5.4. Dazy¢ do zwiekszenia $wiadomosci spotecznej o zagrozeniach
zwigzanych z manipulacjaq informacja poprzez edukacje w zakresie

bezpieczenstwa informacyjnego.
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Filar 11
Polska w systemie bezpieczenstwa
miedzynarodowego

Ksztattowanie porzadku miedzynarodowego, opartego na solidarnej
wspotpracy iposzanowaniu prawa miedzynarodowego, dajacego
gwarancje bezpiecznego rozwoju Polski beda realizowane poprzez osigganie
nastepujacych celéw strategicznych i realizacje wynikajacych z nich zadan oraz

dziatan.

Sojusz Potnocnoatlantycki i Unia Europejska

1. Wzmocnienie 2zdolnosci Sojuszu Péinocnoatlantyckiego i Unii
Europejskiej] do zapewniania bezpieczenstwa Polski oraz calego

obszaru euroatlantyckiego:

1.1. Dziata¢é na rzecz wzmacniania wiezi transatlantyckiej, spdjnosci
politycznej, solidarnosci, wiarygodnosci i skutecznosci Sojuszu

Pétnocnoatlantyckiego oraz umacniaé pozycje Polski w jego strukturach.

1.2. Zabiega¢ o wzmacnianie odstraszania i obrony Sojuszu
Pétnocnoatlantyckiego i zapewnienie jego zdolnosci do prowadzenia
najbardziej wymagajacych operacji kolektywnej obrony, w tym poprzez
podnoszenie gotowosci i dostepnosci sit na jej potrzeby, wzmacnianie
sojuszniczego planowania obronnego i operacyjnego, dostosowanego do

wspotczesnych wyzwan i zagrozen.

1.3. Dziata¢ na rzecz przyspieszenia proceséw decyzyjnych Sojuszu
Pétnocnoatlantyckiego, w tym zapewni¢ wiekszg swobode operacyjng

Naczelnemu Dowddcy Sit Sojuszniczych w Europie.

1.4. Dazy¢ do zwiekszenia i utrwalenia obecnosci wojskowej Sojuszu

Pétnocnoatlantyckiego na jego wschodniej flance.
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1.5. Doskonali¢ system wsparcia panstwa-gospodarza zaréwno w militarnej,

jak i w pozamilitarnej czesci systemu obronnego panstwa.

1.6. Aktywnie uczestniczy¢ w ksztattowaniu polityki odstraszania nuklearnego

Sojuszu Poétnocnoatlantyckiego.

1.7. Uczestniczy¢ w procesie adaptacji Sojuszu Pétnocnoatlantyckiego do

wspodiczesnych wyzwan i zagrozen, zgodnie z optyka ,360 stopni”.

1.8. Utrzymad dwutorowg polityke wobec Federacji Rosyjskiej w ramach
Sojuszu Potnocnoatlantyckiego, polegajacq na wzmacnianiu odstraszania
i obrony przy jednoczesnej gotowosci do prowadzenia uwarunkowanego

dialogu.

1.9. Zabiega¢ o rozwdj relacji Sojuszu Pétnocnoatlantyckiego z Republikg
Finlandii i Krdlestwem Szwecji jako najblizszymi partnerami Sojuszu
Pétnocnoatlantyckiego, z uwzglednieniem ich znaczenia dla bezpieczenstwa

Polski oraz catego regionu Morza Battyckiego.

1.10. Rozwija¢ sojuszniczg polityke partnerstw oraz dziataé na rzecz

kontynuacji polityki ,otwartych drzwi” Sojuszu Pétnocnoatlantyckiego.

1.11. Wspdtdziataé na rzecz rozwoju wspotpracy NATO-UE, m.in. w zakresie
ujednolicenia standardéw i poprawy infrastruktury umozliwiajacych przerzut
wojsk do Europy oraz mobilno$¢ wojskowg na terenie Europy, majac na

uwadze synergie dziatan obu organizacji.

1.12. Pragmatycznie angazowaé sie w rozwdj Wspodlnej Polityki
Bezpieczenstwa i Obrony Unii Europejskiej, w tym w ramach Statej
Wspdtpracy Strukturalnej Unii Europejskiej oraz Europejskiego Funduszu
Obrony, dazac do zapewnienia jej komplementarnego charakteru wzgledem

Sojuszu Poétnocnoatlantyckiego.

1.13. Zabiega¢ o zwiekszenie zaangazowania Unii Europejskiej w dziatania na
rzecz bezpieczenstwa we wschodnim sasiedztwie, w tym w ramach
Partnerstwa Wschodniego, oraz aktywnie w nich uczestniczyé. Zabiegad

o utrzymanie polityki rozszerzenia w ramach Unii Europejskiej.
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1.14. Zapobiega¢ narastaniu podziatdw pomiedzy panstwami cztonkowskimi
Unii Europejskiej i konstruktywnie angazowa¢ sie w proces integracji
europejskiej, aktywnie uczestniczac w ksztattowaniu polityk unijnych,

zgodnie z polskimi interesami.

Wspotpraca bilateralna, regionalna i w wymiarze globalnym

2. Rozwiniecie wspolpracy w formule bilateralnej, regionalnej oraz
w wymiarze globalnym na rzecz wzmocnienia pozycji Polski jako

istotnego elementu systemu bezpieczenstwa miedzynarodowego:

2.1. Rozwija¢ wspdtprace strategiczng ze Stanami Zjednoczonymi Ameryki,
szczegllnie w obszarach bezpieczenstwa i obronnosci (w tym w formie statej
obecnosci sit zbrojnych Standw Zjednoczonych Ameryki w Polsce),

technologii, handlu i energetyki.

2.2. Pogtebia¢ wspétprace bilateralng i regionalng z kluczowymi partnerami
europejskimi zwtaszcza w ramach Bukaresztanskiej Dziewigtki, Grupy
Wyszehradzkiej i Trdjkata Weimarskiego, a takze w innych formatach

wspotpracy wielostronnej.

2.3. Podejmowac dziatania na rzecz umacniania niepodlegtosci, suwerennosci
i integralnosci terytorialnej Ukrainy, Gruzji i Republiki Motdawii, w tym
wspiera¢ ich dgzenia do realizacji aspiracji europejskich i euroatlantyckich
oraz angazowal sie w dziatania stabilizacyjne we wschodnim otoczeniu

Polski, w tym w ramach Partnerstwa Wschodniego.

2.4. Podejmowac dziatania na rzecz wzmocnienia skutecznosci Organizacji
Narodéw  Zjednoczonych  odpowiedzialnej za utrzymanie pokoju
i bezpieczenstwa miedzynarodowego oraz Organizacji Bezpieczenstwa
i Wspotpracy w Europie jako istotnego elementu systemu bezpieczenstwa

kooperatywnego w Europie.
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2.5. Dziata¢ na rzecz wzmacniania prawa miedzynarodowego, a takze

reziméw kontroli zbrojen, rozbrojenia i nieproliferacji broni masowego razenia.

2.6. Realizowa¢ narodowe interesy oraz w poczuciu solidarnosci
z sojusznikami i partnerami uczestniczy¢ w misjach i operacjach
prowadzonych przez organizacje miedzynarodowe (w tym Organizacje
Narodéw Zjednoczonych, Sojusz Pdétnocnoatlantycki, Unie Europejskg
i Organizacje Bezpieczenstwa i Wspdtpracy w Europie) oraz w formule
koalicyjnej, z uwzglednieniem zobowigzan wynikajacych z rezolucji Rady

Bezpieczennstwa NZ1325 ,Kobiety, pokdj i bezpieczenstwo”.

2.7. Wykorzysta¢ potozenie geograficzne do rozwoju kraju (tranzytowe
pofozenie na szlakach potnoc-potudnie i wschdéd-zachdd, potencjat Battyku

i regionu Tréjmorza).

2.8. Rozbudowywac sie¢ transportowg zapewniajaca réwnomierne nasycenie
infrastrukturg zwifaszcza obszaréw o ograniczonej dostepnosci transportowej
do sieci bazowej i kompleksowej TEN-T, w tym budowac polski odcinek Via
Carpatia, oraz poprawi¢ dostep do przejs¢ granicznych na wschodniej granicy

Unii Europejskiej.

2.9. Selektywnie uczestniczy¢ w geostrategicznych projektach
komunikacyjnych, zgodnie z interesami narodowymi, a w szczegdlnosci

bezpieczenstwem narodowym Rzeczypospolitej Polskiej.

2.10. Wykorzystywaé¢ potencjat i szanse wynikajace z nadmorskiego

pofozenia Polski.

2.11. Rozbudowac porty morskie majgce status portéw w sieci bazowej TEN-T

oraz porty o charakterze regionalnym.

2.12. Realizowad program rozwoju s$rodlgdowych drég wodnych o szczegdinym
znaczeniu transportowym, w tym stuzacych m.in. poprawie dostepu do portéw

morskich oraz wtaczenie ich do sieci TEN-T.

2.13. Zbudowac¢ Centralny Port Komunikacyjny i wtaczy¢é go do krajowego

systemu transportowego.



Monitor Polski —-26— Poz. 413

Filar III
Tozsamosc¢ i dziedzictwo narodowe

Umacnianie tozsamosci narodowej oraz strzezenie dziedzictwa
narodowego bedzie realizowane dzieki osigqganiu nastepujacych celéw

strategicznych i realizacji wynikajacych z nich zadan oraz dziatan.

Tozsamos¢ narodowa Rzeczypospolitej Polskiej

1. Wzmocnienie tozsamosci narodowej, zakorzenionej w chrzescijanskim

dziedzictwie i uniwersalnych wartosciach:

1.1. Ksztattowac i rozwija¢ postawy patriotyczne jako niezbedny czynnik
budowania wspoélnoty i tozsamosci narodowej, zakorzenionej

w chrzescijanskim dziedzictwie i ogdlnoludzkich wartosciach.

1.2. Doskonali¢ instrumenty i procedury ochrony dziedzictwa kultury na
wypadek zagrozenia wojennego i kryzysowego, z uwzglednieniem podmiotéw

i stuzb realizujacych zadania na rzecz bezpieczenstwa panstwa.

1.3. Wykorzystywaé¢ aktywnos¢ Polski na arenie miedzynarodowej do
promowania rozwoju i ochrony tradycyjnych wartosci rodziny, polskiej

tozsamosci narodowej, kultury i tradycji.

1.4. Wzmacnia¢ zwigzki diaspory polskiej z krajem oraz dazy¢ do zwiekszenia

jej zaangazowania w dziatania zwigzane z promocjq Polski.
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Tworzenie pozytywnego wizerunku Polski

2. Wzmacnianie pozytywnego wizerunku Rzeczypospolitej Polskiej oraz
jej atrakcyjnosci kulturowej i gospodarczej:

2.1. Dazy¢ do wzmocnienia pozycji panstwa przy wykorzystaniu dyplomacji
publicznej i kulturalnej oraz technologii komunikacji spotecznej,
uwzgledniajac cele wynikajagce m.in. z polityki historycznej panstwa.
Budowaé pozytywny wizerunek Rzeczypospolitej Polskiej m.in. poprzez
promowanie polskiego jezyka, kultury (w tym kultury masowej), nauki

i historii oraz chrzescijanskiego dziedzictwa Narodu.

2.2. Wzmacnia¢, we wspotpracy z polskimi przedsiebiorcami, marke polskiej
gospodarki oraz wspiera¢ polskie firmy w procesie umiedzynarodowienia, ze

szczegblnym uwzglednieniem producentéw innowacyjnych towardw i ustug.

2.3. Wzmocni¢ dziatania dyplomacji publicznej oraz poprawi¢ wspotprace
z polonijnymi organizacjami spotecznymi celem promowania kultury

i gospodarki polskiej.
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Filar IV
Rozwo0j spoteczny i gospodarczy. Ochrona
srodowiska
Warunki do trwatego i zréwnowazonego rozwoju spolecznego

i gospodarczego oraz ochrona srodowiska naturalnego beda zapewnione
poprzez osigganie nastepujacych celdw strategicznych i realizacje wynikajacych

Z nich zadan oraz dziatan.

Zdrowie i ochrona rodziny

1. Poprawa warunkéw do ochrony i rozwoju rodziny; zwiekszanie

poziomu bezpieczenstwa zdrowotnego obywateli:

1.1. Wzmacnia¢ dziatania na rzecz poprawy sytuacji demograficznej, w tym
przyrostu naturalnego zapewniajacego zastepowalno$¢ pokoleniowaq,
m.in. poprzez poprawe sytuacji materialnej rodzin oraz wspieranie
wypetniania przez nie funkcji opiekunczej i socjalizacyjnej. Realizowac
polityke senioralng zapewniajacq osobom starszym bezpieczenstwo socjalne
i zdrowotne oraz aktywizowaé te grupe do pozostawania jak najdtuzej

aktywnymi i czynnymi zawodowo.

1.2. Poprawi¢ koordynacje, ciggtos¢ i kompleksowos¢ opieki nad pacjentem
w systemie ochrony zdrowia oraz podnies¢ jakos$¢ i dostepnosé Swiadczen
zdrowotnych, m.in. poprzez zwiekszenie dostepu do infrastruktury ochrony
zdrowia, produktéw leczniczych o udowodnionej skutecznosci, jakosci

i bezpieczenstwie, a takze szersze zastosowanie telemedycyny.

1.3. Podejmowac dziatania z zakresu profilaktyki i edukacji zdrowotnej,
wczesnej diagnozy i rehabilitacji. Rozszerzy¢ wsparcie dla o0séb
niepetnosprawnych i niesamodzielnych. Rozwija¢ zdolnosci przeciwdziatania

zagrozeniom epidemiologicznym.
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1.4. Zwiekszy¢ liczbe i poszerzy¢ kompetencje personelu medycznego oraz
przeciwdziata¢ migracji pracownikdw ochrony zdrowia poza granice kraju,
m.in. poprzez poprawe warunkow zatrudnienia oraz jakosci i dostepnosci

ksztatcenia.

1.5. Kontynuowac¢ dziatania na rzecz rozwoju kultury fizycznej,
a w szczegdlnosci: ksztattowac potrzebe utrzymywania sprawnosci fizycznej
w celu ogdlnej poprawy stanu zdrowia spoteczenstwa, na wszystkich
szczeblach edukacji stosowac nowatorskie metody i sposoby szkolenia
sportowego, zapewni¢ oferte wsparcia dla wszystkich podmiotéw
realizujgcych zadania z obszaru kultury fizycznej oraz zapewni¢ powszechny
dostep do uprawiania sportu poprzez finansowanie modernizacji istniejgcej

oraz budowe nowej infrastruktury sportowej i sportowo-rekreacyjnej.

Polityka migracyjna

2. Skoordynowanie polityki migracyjnej z polityka gospodarcza,

spoleczng i polityka bezpieczenstwa:

Opracowac i prowadzi¢ kompleksowq polityke migracyjna, skoordynowang
z politykg bezpieczenstwa, polityka gospodarczg i spoteczng, uwzgledniajacg
zarobwno biezace, jak i prognozowane potrzeby rynku pracy, integracje
migrantéw ze spoteczenstwem polskim, zapewniajacq zachowanie spdjnosci
spotecznej, jak i przeciwdziatanie mozliwym zagrozeniom porzadku

i bezpieczenstwa publicznego zwigzanym z procesami migracyjnymi.

Bezpieczenstwo ekonomiczne

3. Wzmocnhienie bezpieczenstwa ekonomicznego, w tym finansowego:

3.1. Wspiera¢ dziatania zwiekszajgce odpornos$¢ na miedzynarodowe kryzysy
finansowe, w szczegdolnosci poprzez wzmacnianie stabilnosci systemu
finanséw publicznych, przy jednoczesnym zapewnieniu warunkéw do

stabilnego i zrbwnowazonego wzrostu gospodarczego.
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3.2. Dziata¢ na rzecz dalszej zmiany struktury wydatkéw publicznych w celu

zwiekszenia $srodkéw na dziatania prorozwojowe.

3.3. Kontynuowacl dziatania niwelujgce luke rozwojowg wzgledem wyzej
rozwinietych gospodarek, przy réwnoczesnym zachowaniu zdolnosci do

elastycznej reakcji na wyzwania zewnetrzne i wewnetrzne.

3.4. Zapewni¢ sprawny system przeptywu pienigdza w okresie zaktdcenia

funkcjonowania systemu bankowego.

3.5. Wzmacnia¢ zdolnosci i kompetencje nadzoru w zakresie zwalczania
zagrozen zwigzanych z destabilizacjq rynkéw finansowych, spekulacyjnym

atakiem na polska walute czy drenazem kapitatu.

3.6. Wzmacnia¢ instrumenty nadzoru nad rynkami finansowymi, w tym
rozszerzaC i intensyfikowaé wspdiprace instytucji nadzorczych i organdéw

$cigania.

Bezpieczenstwo energetyczne

4. Zapewnienie bezpieczenstwa energetycznego panstwa, opartego
o tradycyjne zrodla energii, poprzez tworzenie warunkéw do rozwoju

ich alternatyw:

4.1. Rozbudowa¢ i zmodernizowa¢ moce wytwdrcze oraz sieci przesytu
i dystrybucji energii elektrycznej na rzecz zapewnienia ciggtosci dostaw,
w tym zapobiegania nieoczekiwanym przerwom w dostawach. Rozwijaé
rozproszone zrodta energii elektrycznej, w sposdb zréwnowazony,
z dostosowaniem Krajowego Systemu Elektroenergetycznego do charakterystyki

pracy tych zrodet.

4.2. Zwiekszy¢ dywersyfikacje zrédet dostaw ropy naftowej i gazu ziemnego.
Rozbudowac istniejgce zdolnosci importu gazu ziemnego (m.in. podniesienie
zdolnosci odbiorczych terminala LNG w Swinoujsciu) i budowa¢ nowe punkty

wejscia do polskiego systemu przesytowego (budowa gazociggu Baltic Pipe,
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budowa terminala LNG w Zatoce Gdanskiej). Kontynuowaé prace nad
projektami dywersyfikujagcymi dostawy paliwa gazowego do panstw regionu,
w tym Tréjmorza. Kontynuowac prace zwigzane z rozbudowg systemow
przesytowego oraz magazynowania gazu ziemnego, w tym zakonczy¢ budowe
szlaku Pétnoc-Potudnie, umozliwiajac stworzenie w Polsce podstaw do

funkcjonowania hubu gazowego.

4.3. Zwiekszy¢ przepustowos$é, bezpieczenstwo pracy i zasieg rurociggéw

naftowych i paliwowych, a takze pojemnosci baz paliw i ropy.

4.4. Kontynuowal dziatania dyplomatyczne, prawne i administracyjne na
rzecz powstrzymania budowy infrastruktury przesytowej zwiekszajacej
uzaleznienie regionu Europy Srodkowej od dostaw gazu z Federacji
Rosyjskiej, wzmacnia¢ odpornos¢ tego regionu na ryzyko wykorzystywania

dostaw gazu jako instrumentu nacisku politycznego.

Ochrona srodowiska naturalnego
5. Zapewnienie bezpieczenstwa ekologicznego panstwa:

5.1. Stworzy¢ warunki do skutecznego egzekwowania przepiséw w zakresie

ochrony srodowiska.

5.2. Stworzy¢ spdjng polityke ochrony, odbudowy i zagospodarowania

zasobow wodnych z uwzglednieniem bezpieczenstwa zywnosciowego kraju.

5.3. Zintensyfikowa¢ dziatania na rzecz walki ze smogiem, rozwijac
elektromobilno$¢ i wykorzystanie paliw alternatywnych, wspiera¢ rozwdj
energetyki opartej na wykorzystaniu bezemisyjnych zrdédet energii oraz

usprawnic¢ gospodarke odpadami.

5.4. Dostosowaé polityki i dziatania panstwa do celéw klimatycznych,
uzgodnionych na forum organizacji miedzynarodowych, zwigzanych

z transformacjg energetyczng i osiggnieciem neutralnosci klimatycznej,
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w sposob uwzgledniajacy specyfike kraju oraz maksymalizujacy ich
pozytywny wptyw na poziom 2zycia obywateli, rozwdj gospodarczy kraju
i konkurencyjnos¢ gospodarki, z wykorzystywaniem szans wynikajacych

z wdrazania nowych technologii produkcji energii.

5.5. Dazy¢ do zachowania wszystkich funkcji Srodowiska naturalnego, w tym
laséw jako jednego z kluczowych elementéw bezpieczenstwa ekologicznego

kraju.

Potencjat naukowy i technologiczny

6. Zagospodarowanie kapitatu ludzkiego oraz potencjatu naukowego

i technologicznego do rozwoju gospodarczego kraju:

6.1. Zapewni¢ warunki sprzyjajace rozwojowi innowacyjnosci, m.in. przez
pomoc panstwa w finansowaniu projektow, ich  komercjalizacji
i umiedzynarodowienia, a takze przeciwdziatanie odptywowi kapitatu

ludzkiego oraz przedsiewzie¢ za granice.

6.2. Promowac nauki Sciste w celu zwiekszenia kompetencji technologicznych,
zwtaszcza w zakresie bezpieczenstwa, w tym obronnosci, oraz kierunki

ksztatcenia szczegdlnie pozgdane dla rozwoju kraju.

6.3. Promowaé rozwdj i wdrazanie nowoczesnych technologii oraz

wykorzystywanie ich efektéw na rzecz bezpieczenstwa narodowego.

6.4. Zwieksza¢ naktady na badania i rozwéj do poziomu S$redniej europejskiej
oraz podnies¢ efektywnos$¢ wykorzystania wynikédw tych prac i ich

komercjalizacji.
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Zakonczenie

Mechanizmy realizacji postanowien niniejszej Strategii zostang okreslone
w ustawie o zarzadzaniu bezpieczenstwem narodowym. Do czasu jej przyjecia

Strategia bedzie wdrazana w ramach obowigzujacych przepiséw prawa.

Za realizacje postanowien zawartych w niniejszej Strategii odpowiadajq
ministrowie kierujacy dziatami administracji rzgadowej, kierownicy urzedéw
centralnych, wojewodowie, organy samorzadu terytorialnego oraz inne podmioty,
we wiasciwosciach ktérych pozostajg kompetencje w dziedzinie bezpieczenstwa
narodowego. Sq oni zobowigzani do uwzglednienia intereséw narodowych i celéw
strategicznych w dziedzinie bezpieczenstwa narodowego, ujetych w niniejszej
Strategii we wszystkich planowanych do realizacji przedsiewzieciach oraz

dziatalnosci biezacej.

Weryfikacja realizacji zadan okreslonych w niniejszej Strategii oraz wypracowanie
propozycji jej aktualizacji odbywaé sie moze w ramach strategicznych

przegladéw w dziedzinie bezpieczenstwa narodowego.





